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MagEtegra (ME-ACS) is an advance client / server access control software that is designed exclusively for Soyal’s card
and fingerprint access system. It extends SOYAL functionality to the next level with integrated CCTV surveillance,
alarm monitoring and advanced time attendance functions. MagEtegra is fully loaded with powerful features into a
single platform to achieve centralized security, surveillance and attendance management for small to big business

operations.
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Introduction

MagEtegra (ME-ACS)
MagEtegra (ME-ACS) extends SOYAL hardware original capability and integrates all of them into a single
software for centralized Access Control, Alarm Monitoring, Time Attendance and CCTV Surveillance. ME-
ACS support client server architecture which allows control and management from a remote site over LAN or
internet network.

MagEtegra (ME-ACS) support the following function:

1)
2)
3)
4)
5)
6)
7)
8)

Door access

Elevator access

Parking access

Turnstile access

Fingerprint biometric access
Multi-shift time attendance
Alarm event monitoring

CCTV video and picture capture

MagEtegra (ME-ACS) benefits are:

1)
2)
3)
4)

5)

GUI has been optimized to provide very clean, uncluttered and simple interface yet with powerful
functions beneath it. Skin color theme and background image can be changed to suit different user
preferences.

SQL based database to fully support smooth operation in networking environment.

Client / Server architecture for maximum security. Server can be protected in secure room. All
operators can only access the server via limited function using client.

Integrated alarm and CCTV monitoring allow operator to quickly check alarm event with picture and
video. Visual evidence always provides a clearer picture of what is happening.

Integrated access and CCTV monitoring to capture picture on all users that badge card. Operator can
visually verify the authentication user to catch "buddy punching". Guard can use this feature to
easily verify all vehicles in and out of premises.
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PART 1: STARTING ME-ACS.

1.1) How to Install ME-ACS.

Insert MagEtegra (ME-ACS) DVD installer disc into DVD ROM drive, and select the ME-ACS 64-bit Setup (Refer Fig
2.0.1). Please read the installation guide before start the installation.

The information inside the CD:
DVD ROM Drive 2 1. ME _ACS 64-bit Setup > DatabaseSetup64.exe & ME-ACS v6_Setup.exe

Name Date modified Type Size
1. ME_ACS_v6 64-bit Setup File folder
2. ME-ACS Sample Report File folder
3. ME-ACS User Manual File folder
4. AR321CM_driver File folder

5. Utilities
6. 701 Soyal Software

Fig 2.0.1: ME-ACS 64-bit installer folder.

File folder

File folder

Name Date modified Type Size

'_g', DatabaseSetup64 7/7/2019 450 PM Application 864,751 KB
'g'; ME-ACS_v_6_setup 13/7/2019 10:44 A..  Application 202,648 KB
= SE_ACS_Install_Guide 18/10/2016 1:48 PM  Adobe Acrobat D... 1,101 KB

Fig 2.0.2: ME-ACS 64-bit installation.

The process of installation:
Step 1: Database installation - Run the DatabaseSetup64.exe
Step 2: ME-ACS installation - Run the ME-ACS_setup.exe

Step 1: Database Installation

a) Double-click on DatabaseSetup64.exe to start the database installation.
DVD ROM Drive 2 1. ME-ACS 64-bit Setup = DatabaseSetup64.exe

Name Date modified Type Size

'_g', DatabaseSetup64 7/7/2019 450 PM Application 864,751 KB
"g'; ME-ACS_v_6_setup 13/7/2019 1044 A..  Application 202,648 KB
= SE_ACS_Install_Guide 8/10/2016 1:48 PM  Adobe Acrobat D.. 1,101 KB

Fig 2.1.0: ME-ACS 32-bit or 64-bit installation.

b) If the system which not yet install SQL Server 2014 Express will prompt to request to install it. Please
click OK button to install it.

SAL Server 2014 Express Edition Installation =

Setup has detected that you do not have SQL Server 2014

! Express Edition installed.
Click OK to install this technology now or Cancel to abort the
setup.

Fig 2.1.1: SOL Server 2014 Express Edition installation.

Microsoft SQL Server 2014 Express with Tools X

Preparing: C:\SQLEXPRWT _x64_ENU'64\Setupsql. .. \SQL_ENGINE_CORE_SHARED.MSI

SQL Server 2014

Please wait while Microsoft SQL Server 2014 Setup processes the current operation
Cancel

Fig 2.1.2: SQL Server 2014 Express Edition installation in progress.


file:///D:/ABCTemp/Installation.htm

8 5L Server 2014 Setup — o
Install Setup Files
I 3n update for SQL Server Setup is found and specified to be included, the update will be installed.

Install Setup Files

Installation Progress
Task Status
Scan for product updates In Progress
Download Setup files Not started
Extract Setup files | Not started
Install Setup files Not started

<Back Next > Cncel

Fig 2.1.3: SOL Server 2014 Express Edition installation in progress.

T SQL Server 2014 Setup [m]

Installation Progress

Install Setup Files
Installation Progress
Install_SqiSupport_Cpub4_Action : CreateShortcuts. Creating shortcuts

Next > Cancel Help

Fig 2.1.4: SQL Server 2014 Express Edition installation in progress.

c) Atthe welcome screen, click on Next button to continue.
‘ g) MagEtegra Database Setup

Welcome

Welcome to the installer for MagEtegra Database.

It is strongly recommended that you exit all
Windows programs before continuing with this
installation.

If you have any other programs running, please click
Cancel, close the programs, and run this setup
ELE]

Otherwise, click Next to continue

Cancel

Fig 2.1.5: Click on Next to continue ME-ACS setup

d) Read the EULA and click on Next upon checking the Agree radio box.



b MagEtegra Database Setup X

Please read the following license agreement carefully.

END-USER LICENSE AGREEMENT FOR MagEtegra Access Control
Management Software ME-ACS

IMPORTANT PLEASE READ THE TERMS AND CONDITIONS OF THIS
LICENSE AGREEMENT CAREFULLY BEFORE CONTINUING WITH THIS
PROGRAM INSTALL:

MagEtegra End-User License Agreement ("EULA") is a legal agreement
between you (either an individual or a single entity) and MagEtegra forthe

© | agree to the terms of this license agreement

@ | do not agree to the terms of this license agreement

T N

Fig 2.1.6: If you agree the terms of license agreement, then click the Next to continue process of installation.

e) Fill in the user information and click on Next to continue.
g. MagEtegra Database Setup X

Enter your user information and click Next to continue.

Fig 2.1.7: Fill in the user information and click the Next to continue process of installation.

f) Click on Next to proceed the process of installation.
!-) MagEtegra Database Setup X

You are now ready to install MagEtegra Database

The installer now has enough information to install MagEtegra Database on your
computer.

Please click Next to proceed with the installation

Fig 2.1.8: Click on Next to continue process of installation.

MagEtegra Database Utility.

2019-07-17 08:54:25: Initializing, please wait... ~
2019-07-17 08:54:25: Processing script file [magetegra.sqll...

2019-07-17 08:56:00: Script file [magetegra.sql] successfully processed.

2019-07-17 08:56:00: Script file [magetegra.sql] moved to folder [Completed].

2019-07-17 08:56:00: Process ende

Exit =

Fig 2.1.9: The installation of ME-ACS database.



g) When message box just like below will prompt. Click Finish button to close it.

!, MagEtegra Database Setup

Installation Successful

The MagEtegra Database installation is complete
Thank you for choosing MagEtegra Database!

Please click Finish to exit this installer

Cancal

Fig 2.1.10: The SQL database installation is successful and clicks on Finish to close it.

Step 2: ME-ACS Installation

a) Double-click on ME_ACS_setup.exe to start the ME-ACS installation.

MName

| 5 DatabaseSetup6d
£ ME-ACS_v_6 setup

[£ SE_ACS_Install_Guide

Date modified Type Size

7/7/2019 4:50 PM Application 864,751 KB
13/7/2019 10:44 A..  Application 202,648 KB
18/10/2016 1:48 PM  Adobe Acrobat D... 1,101 KB

Fig 2.2.0: ME-ACS

64-bit installation.

b) At the welcome screen, click on Next button to continue.

¥, MagEtegra ME-ACS Setup

e
Fig 2.2.1: Click on Next to continue ME-ACS setup.

Welcome

Welcome to the 32 bit installer for MagEtegra
ME-ACS 6.0.0.0. Require Win7 or Win 8

It is strongly recommended that you exit all
Windows programs before continuing with this
installation. If you have any other programs running,
please click Cancel, close the programs, and run
this setup again

Otherwise, click Next to continue

c) Read the EULA and click on Next button upon checking the Agree radio box.

Please read the following license agreement carefully.

END-USER LICENSE AGREEMENT FOR MagEtegra Access Control
Management Software ME-ACS

IMPORTANT PLEASE READ THE TERMS AND CONDITIONS OF THIS
LICENSE AGREEMENT CAREFULLY BEFORE CONTINUING WITH THIS

PROGRAM INSTALL:

MagEtegra End-User License Agreement ("EULA") is a legal agreement
between you (either an individual or a single entity) and MagEtegra forthe

© | agree to the terms of this license agreement

® | do not agree to the terms of this license agreement

T B BT
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Fig 2.2.2: If you agree the terms of license agreement and click the Next to continue.

d) Select the MAGClient and MAGServer and click on Next button to proceed.

¥, MagEtegra ME-ACS Setup x

Select the options you want and click Next to continue.

Please choose component do you want to install

MagServer
2 MagClient

Note: You may select as many options as you want

Fig 2.2.3: Select the components you want to install.

e) Click on Next button to continue.
¥, MagEtegra ME-ACS Setup x

Where would you like the shortcuts to be installed?

The shortcut icons will be created in the folder indicated below. If you don't want
to use the default folder, you can either type a new name, or select an existing
folder from the list

Shortcut Folder.

MagEtegra ME-ACS v

® Install shortcuts for current user only
© Make shortcuts available to all users

Fig 2.2.4: Click on Next to continue ME-ACS setup.

f)  Fill in user information and click on Next button.

Enter your user information and click Next to continue.

Fig 2.2.5: User information.



g) Click on Next button to start the installation.

¥, MagEtegra ME-ACS Setup

D

You are now ready to install MagEtegra ME-ACS 6.0.0.0

The installer now has enough information to install MagEtegra ME-ACS on
computer

The following settings will be used

Install folder C:\MagEtegra

Shortcut folder:  MagEtegra ME-ACS

Fig 2.2.6: Ready to install process.

your

¥, MagEtegra ME-ACS Setup

Installing Files
Seeking

O T T T

Fig 2.2.7: Installation in progress.

h) Whe

n the message box just like below (Refer Fi

-

Software Update Microsoft Chart Controls for Microsoft NET Framework 3.5 Install

2.2.8), then click on NEXT button to install it.

Welcome to the Microsoft Chart Confrols for
Microsoft NET Framework 3.5 software update.

Products affected by the software update:

» Microsoft .NET Framework 3.5 SP1

Get frore informafior about this update.

| <Back |[ Ne> | [ Cancel

Fig 2.2.8: MSchart.exe installation.
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i)  When the message box just like below will prompt and click on Finish button to close it.
E—, MagEtegra ME-ACS Setup X

Installation Successful

The MagEtegra ME-ACS 6.0.0.0 installation is
complete.

Thank you for choosing MagEtegra ME-ACS!

Please click Finish to exit this installer.

< Back - Cancal
Fig 2.2.9: The ME-ACS installation is successful and clicks on Finish to close it.

** Note:
The following 2 shortcut icons will be created in desktop.

Mag t || MagServer

o MAGClient is the client application. You can use the Client application for settings, viewing reports
and all monitoring function available.

e MAGServer is the server application. Server responsibility is to run in the background managing
communication with hardware controller.

If fail to read report in pdf format in ME-ACS system. Please install the SAP Crystal Report runtime to view:
DVD ROM Drive =2 6. Utilities 2 6.14 SAP CrsytalReports 2 CRRuntime x32_13 0_13.msi

1.2) First-time Running ME-ACS.

For first time running it is compulsory to run MAGClient first. Running
| # MAGServer first will cause improper operation.

Magserver

1) From desktop, double click the MAGClient Icon. Registration is needed for first-time running this software.

2) Fill up the preference information, just the Name 1 is mandatory, other fields can be filled in later at Preference. After
that click Next button to continue.

Registration of MagEtegra Access Control System x
Create a Preference

Fill in the following fields in order to use the system.

Name 1= |

Name 2

Address

Email
= Mandatory field

Fig 2.1: User information.
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3)

Select the Package (Lite, Professional Basic or Professional Advance) and key in the serial number is corresponding to

the package you choice. Then click Next button to finish the registration. (Refer Fig 2.2 & 2.3)

Registration of MagEtegra Access Control System

Registration data

Package Trial

Serial Number

= Enter the serial number you received
the program.

Fill in your registration data. If you have not yet purchased a serial number, please leave the serial number blank.

when you purchased

= B rr—

Registration data x

0 Registration completed successfully

When registration completed, you get 60 days trial periods. After 60 days, you can activated it with key in the

Fig 2.2: Registration data and package of ME-ACS versions.

Fig 2.3: Registration completed
successfully.

activation key at the Licensing Management by submitting Serial number and MAC address to your authorize dealer.
Upon verification, an activation key will be send back to you.

1.3) Login ME-ACS.

1)

Enter the default User ID = "ADMIN" and defa

ult Password = "123456", then click on login. (Refer Fig 2.4)

ME-ACS LOGIN PANEL X

@M aGEtegra

Access Control

UserLogin
User ID ADMIN
Password | TTFFT gl
Location

Fig 2.4: The default ME-ACS login setting just like as
below:

User ID : ADMIN

Password : 123456

After fill in it, then click on Login.

The MAGClient will show current event log by

ME-ACS MagClient

System Configuration User Management  Access Control Time Attendance Monitoring Reporting  Housekeeping Help  About

CardCode  ABACardiom

073 0008185537
073

073

073 0008 186537

M 00124 073 0008 186537

262018 12026M | 00124 073 0008 186537
26/06/20... 1L51AM 00124 0073 0008186537

/62019 1149 AM

] e €1/ | AGl E}'ﬂsgra

default upon a successful login. (Refer Fig 2.5)

o

FulLscreen || exeorT

Fig 2.5: The default view of ME-ACS client after login.
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2) From desktop, double-click the MAGServer icon to run the MAG Server system.

1.3) To Check Communication Port.

For TCPIP connection: (Optional) (Refer Fig 2.6a)
O [shwnmiarn g -

File Edit View Favorites Tools Help
Serial Device Server .. Ver 401n

Network Setting

After you have changed the IP address, the device will restart (hardware ~
reset)
You need to change the host IP with new IP Address in Internet Browser

™

ACCESS CONTROLLER

Current State

Network Setting
Lot L o re-connect the target.
Channel 1 setting Setti
Channel 1 Settin i ng
Channel 2 Setting Device Name S2E-Device
LAN IP Address 192168.1.127 Di‘fg}f‘ip RO
UserPessword AN Net Mask ity

i i
Default Gateway 192.168.1.254 Login ID: admin

Primary DNS Server Password: (empty)
-
Server

MAC Address

DHCP Client O

m

Fig 2.6a: The TCPIP information.

For COM connection: (Optional) (Refer Fig 2.6b)
My computer (Right Click) = Properties = Device Manager

=y Device Manager

= - -
filemctinnmaicumnbicly From the Device Manager, the Prolific USB-
@@ E] | 2 %S to-Serial Comm Port already install, this is the
48 techd driver for AR312CM.
1>-M Computer
!.> - Diisk drives
- asp'?‘adame“ Please take note about the number of COM
o oners . . . .
F Network adapters port is being to use as communication port.
i Pons (OISR, The Figure show is COMA4.
? Bluetooth Communications Port (COMS)
77 Prolific USB-to-Serial Comm Port (COM4) |
; L} Processars

Fig 2.6b: The device manager: COM port checking.

1.4) To Add/Remove Controller or Reader.

System Configuration - Hardware Manager. (Refer Fig 2.7)

HARDWARE MANAGER

Node ID COMTCPIP
Model ARB37EF IP Address 7 Port 2
== & Johor (3) o .
& 3.025-ART25EV2 LR
== @ Kuala Lumpur (5]
6 5.01-ART21H WRITE TO HW
== 7 Main (1)
& 1.01-AR725 EV2 Door ID Parameter Settings Free Zone Alarm Schedule Maintenance
— & 1.0.2- ARB3TEF
& 1.0.2E - ARS3TEF Master code 123455 Keypad lock max errar 3
— & 15.0-ART21EV2
& 151E Arming code 1234 Duress code 4321
& 152E
@ 153 Main WGA [~ PIN num input method -
& 159 Dooropen duration 7 sec F sec s mber + pin
@ 1.8.0-ART16E
@ 181 Opentoo long i5 sec i5 sec
@ 1589 alarm output duration 15 sec
== @7 Penang (2]
€& 2.02-AR725 EV2 Arm delay 1 sec
& i
= @& Singapore (8 Alarm delay 1 sec UserCapacity Mode
@ 8.0.1- AREBIEF V5
—Biometric Module Type
EXPAND COLLAPSE SEARCH

ADD SITE REMOVE SITE REFRESH




Site Manager Controller Manager
Fig 2.7: The Hardware Manager settings and operations.

Note: Controller that is online (connected) is indicates as GREEN tick. Controller that is offline (disconnected) is
indicates as RED cross.

1) The adding / removal of Site.

Site ID

Site Name Main b

Server Location ® ) Local Remote
COM/TCPIP TCPIP C
IPAddress 192.158.1.127
Port 1621
TCPIP
Timeout 5000
Polling Speed 1000

v | Independent IP

EXPAND COLLAPSE SEARCH

ADDSITE g REMOVE SITE REFRESH CANCEL

Fig 2.8: To add a new Site.

To add a site:
a) Click on the ADD SITE. (Refer Fig 2.8)
b) Insert the Site Name.
c) Goto COM/TCPIP, click menu box and scroll down to select the correct COM (or TCPIP) port or communication
port that will connect to the controllers.
For TCPIP : Fill in the IP address and port.  (Refer Fig 2.6a)
For COM : Select the correct COM port. (Refer to Prolific USB-to-Serial COM Port) (Refer Fig 2.6b)

d) Click SAVE button and the site will appear on the Site Manager (left panel). The created site is ready to use to
add the hardware.

HARDWARE MANAGER EDIT SITE L3 EDIE -

Site ID Site ID
Site Name Main Site Name I
-9 J:’ﬂ@ ServerLocation () Local Remote ServerLocation  (#)Local Remote
3.025- ART25 EV2
@ Kuala Lumpur (5)
(] 'gi:.Tl—ARTNH COM/TCPIP COM4 _ - COM/TCPIP TCPIP c
© 1.01-ARTI5EV2
=@ 1.02-ARBITEF PAddress 192.168.1.127
@ 1.0.2E - ARBITEF
=@ 150-ART21EV2 Port 67
Q15 1621
@ 152E
-4 b com Tcep
-9 132—:371% Timeout 5000 Timeout 5000
@159
@& Penang (2} Polling Speed 1000 Polling Speed 1000
@ 2.02-ART25EV2
s /| Independent IP
© 801-ARs Add Controller
Edit Site
Delete Site
Disable Site CANCEL CANCEL

Fig 2.10: To edit a Site.

To ediit a site:
a) Before do edit on site, the MAGServer must close first. If not, the change will cannot take effect. (Refer Fig
2.12)
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Fig 2.12: To close the MAGServer during edit
Site.

Configure Database Connection

View Log Check it :

License Manager .

1) Click on this on taskbar, go to
MAGServer Icon, then right-click.

2) Select Exit to close the MAGServer.

I Click here to check.

b) At the Site Manager, choose the site want to be edited and right-click to select the Edit. (Refer Fig 2.10)
c) Edit the Site Name or COM/TCPIP from the pop up EDIT SITE screen.
d) Click Save button to update the changes.

Note:

** Add Site — To create a new item of site. ** Remove Site — To remove selected site.
** Edit Site — To edit the selected site setting.  ** Disable Site — To disable selected site.

2) The Adding of Reader (Hardware).

Node ID

COMTCRIR

Mode! RE3IEF C IP Address 192.168,1,127 Port

= & Johor (3)

@ 3.035-AR7T25EV2 LRt e 3
== (7 Kuala Lumpur (5) ¢—— | Site a -
€3 5.01-ART21H WRITE TO HW

— & Main (1)
@ 101-AR7T25EV2 DoorID | Parameter | Setngs | FreeZone | AlarmSchedule | Maintenance | of
= 1.0.2-ARS37EF
& 1.02E-ARS37EF Master code 123456 Keypad lock max error 3
=} 150-AR7T21EV2
1.51E Arming code 1234 Duress code 4321
o g
@ 1526
O 153 Main WGA PIN num input method
Q@ 159 Dooropen duration 7 sec
=) 18.0-ART16E
@ 1841 Open too long 15 sec 15 sec
@189
== (2 Penang (2)
@ 202-ART25EV2 Arm delay 1 sec
— (& Singapore (8)
@ 2.0.1-ARBBIEF V5

Alarm output duration 15 - | sec

Alarm delay 1 sec User Capacity Mode

Siometric Module Type

EXPAND COLLAPSE SEARCH

I ADD SITE IREMUVES\TEI REFRESH _ ADD I EDIT I DELETE Ie~ E I CAMCEL I

Fig 2.15: To add Controller / Reader (Hardware).

To add a controller / hardware: (Refer Fig 2.15)

a) Select the Site that you want to add hardware and then click on the ADD button.

b) Fill in the Node ID input. It will prompt if any duplicate node id found.

c) Choose the hardware Model that you want to add.

d) Configure the controller / hardware settings depend on the type of hardware is connect to.
e) Click SAVE button to save it.

Note:
** Add — To create a new item of hardware. ** Edit — To edit the selected hardware setting.
** Delete — To delete the selected hardware. ** Save — To save the change of selected hardware.

** Cancel — To cancel the changes.

Check Up: Controller that is online (connected) is indicates as GREEN tick. Controller that is offline (disconnected) is
indicates as RED cross, then check the selected COM port or Node ID is same as already set. After that, click on REFRESH
button to refresh the change.
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PART 2: USER MANAGEMENT.

2.1) How To Create Department.

N Description

Research & Development
Traffic Control

Description | Nene

™

Security Dept

+

HR Dept

ADD Dl EDIT I FLETE I AVE dl C I
Fig 2.16: To create the department for card user profiling.

a) System Configuration = Department. (Refer Fig 2.16)

b) Click on the ADD button.

c) The Department Num is auto generate and enter the Description of the department.
d) Click on the SAVE button to save it. Click Yes to confirm it.

Note:
** Add — To create a new item of department. ** Edit — To edit the selected department information.
** Delete — To delete the selected department. ** Save — To save the change of department.

** Cancel — To cancel the changes.

2.2) How To Create Designation.

N Description

Mone Designation Num | 6 e

- e

Researcher

2 1Im

Description | General Clerk

3 Security Guard

»

General Worker

Manager

o

General Clerk

_ — bl — I — I — I . I

Fig 2.18: To create the designation for card user profiling.

a) System Configuration = Designation. (Refer Fig 2.18)

b) Click on the ADD button.

c) The Designation Num is auto generate and enter the description of the designation.
d) Click on the SAVE button to save it. Click Yes to confirm it.

Note:
** Add — To create a new item of designation. ** Edit — To edit the selected designation information.
** Delete — To delete the selected designation. ** Save — To save the change of designation.

** Cancel — To cancel the changes.
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2.3) To Register A New User.

ME-ACS MagClient - [a] x

System Configuration User Management Access Control  Time Attendance | porting Help About

| g @M AGEtegra
Access Control

CurrentEventlog | Userlist © x
User ID Name Department Designation Mobile Car ID Site Code CardCode  Access Mode Door Group Time Zone
ACCO01 Susan Finandial Dept Manager 128 54763 Card only a
ACC002 Vivian Finandal Dept Asst. Manager 128 54764 Card only
ACC003 Christine Financial Dept Supervisor 128 54765 Card only
ACCO04 Lawrance Financial Dept Sr. Exec 128 54766 Card only
ACC005 Tony Finandial Dept Sr. Exec 128 54767 Card only
ACC008 Abert Finandial Dept Jr. Exec 128 54768 Card only
HROO1 Vicki HR Dept Manager 254 65790 Card oly
HRD02 Evon HR Dept Asst. Manager 254 65791 Card only
HROO3 Lambert HR Dept Supervisor 254 65792 Card only
HROO4 Wilson HR Dept Sr. Exec 254 65793 Card only

HROOS

Micheal HR Dept Sr. Exec 2 65794 Card only

54
s [ianet S N - (T A

5G001
5G002
SG003
SG004

Andrew Security Dept Head Security 65000 1 Fingerprint
Pilak Security Dept Supervisor 65000 2 Fingerprint
Mamok Security Dept Security Guard 65000 3 Fingerprint
Anan Security Dept Security Guard 65000 4 Fingerprint v

l o I o I it _ — l — I e I

Fig 3.1: The User List profiles.

i)
i)
i)
iv)

vi)
vii)
viii)
ix)

USER PROFTLE =

UserD | #1032

Mame | Sarah
Desigristion | IT Manager
Departmant | IT
Branch | Al
HW User num | 7072 - | pulg genersts  pamows

Card Mum | 1245 S0073

Bin num | 2967 CAMERA BROWSE
ABA card num | DOE1ESEIES

Aceesz | Ophonal | Fngemprnt | Detals | Attendsnce

Access mode ® | Standarg
Card only - # | Time Tore Tore 1
Afigw P Change Time: Group

o | Aniti-pagshacs enabie
Disar Group DG -
RESET SOFT ANTIFASSBACK

Door s Time Zone

Lift access
® | Floor group Floas Graup 1
Lify door ws Roor

SAVE DOWHLOAD

Fig 3.2: User profile.

System Configuration = User Management = User List. (Refer Fig 3.1)

Click on the ADD button.

An empty USER PROFILE window will pop up.

User ID will be automatically assigned. Or you also can assign the User ID number manually.
Insert the Name of the user.

Select the Designation, Department from the dropdown list.

It is compulsory to insert card num after a HW user number is assigned to this user profile.
Click on SAVE button to save the information for new user profile.

Then, click on the DOWNLOAD button.

Select the targeted controller to activate or update this new user on the targeted controller, then click
on OK button. (Refer Fig 3.3) (Optional)

Note: If not do DOWNLOAD to the targeted controller / hardware, the new user profile will not activate.
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Door D Hode D Lodel Name
+ O O T ST Y
4 4 ARTNEVE
9 ] ARBITEF D9
| mea | wecu | = ] o ]

Fig 3.4: Select the targeted hardware / controller that want to download the changes for the users.

To delete a user: (Refer Fig 3.1)
i) Select the User that you want to delete from the User List by click on it. Then click on the DELETE
button.

Fig 3.5: “Yes for Complete delete” is
removes all record and profile for the
deleted user. “No for Resign” is the deleted
user profile data can be retained and

( big remark as resign.

P
|® Press "Yes' for Complete delete or 'No’ for Resign.
4

ii

ii) By default click Yes to completely remove all the user transaction record and profile or No for resigns.
If select CANCEL button to cancel delete for that user. (Refer Fig 3.5)
iii) A menu will pop up to show the process of delete is in progress. Do not press any key to interrupt it.

Tips: a) Usethe mouse to highlight the range of the users want to be deleted.
b) Click one of the user as starting range, then press and hold the SHIFT key and click on the

another user as ending range.
c) Press and hold CTRL key, then click on the user want to be deleted from any range.

iv) Go to System Configuration - Download, select All users and targeted controller / hardware want to

be downloaded or updated so that deleted user will be removed from controller / hardware as well.
(Refer Fig 3.6)

Node D Model Hal

me
D v [uanies =iy
2 ARTIWH Man Loboy
3 ARB29E Main Entrance
4 ARE2EF ®A Dapartment
" s
| omecic | cuce |

Fig 3.6: To download the changes of user profiles to controllers.
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Note:
** Add — To create a new item of user. ** Edit — To edit the selected user information.
** Delete — To delete the selected user.

2.4) Auto-capture Card Number.

This function purposely allow easy enrollment of large number of new users in User List record. The card
number as printed on proximity card can be automatically captured as they are flashed on selected
controller reader.

i) User Management = Fast Batch Enrollment = Auto Capture Card Number.

Fig 3.7: The hardware selection for card number capture.

ii) The SELECT HARDWARE window is prompt, select the controller reader is used for capturing the new
users cards, then click OK button.

iii) The USER PROFILE AUTO SAVE CARD NUMBER is prompt (Refer Fig 3.8), then start flash NEW card on
the selected controller reader.

USER PROFILE AUTO SAVE CARD NUMBER ® USER PROFILE AUTO SAVE CARD NUMBER ®

ent captured card number for user Current card number - 0021807612

45

Pleasa flash your card now Please flash your card now

Fig 3.8: Before and after card number capture.

iv) Continue flash the 2"9, 37, 4t .new card users. Each time you flash a card, the card number will be
captured and used to create a new user.
Note: If the card number already exist in User List, the card will cannot be captured again and
notification of card duplication will prompt to avoid same user card number happen.

v) When done, just click on OK button to exit this function

IMPORTANT note:

All adding, editing and deleting of user profile is only the records apply in database. All these new
changes will not take effect if the latest updates or changes is not download to the controller /
hardware. If not do DOWNLOAD to controller / hardware, for all new users will not be recognized by
controller / hardware. For those deleted user will still able to log in if the changes are not
downloaded to controller / hardware. ALL the changes can be download all together by select the
correct field and targeted controller / hardware. (Refer Fig 3.6)
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2.5) Auto-generate User List.

This function is used to generate large number of users within certain range of user number with include
selected fields of user profile. This function save your and time to assign the selected fields into each
user profile one by one. For example user 1 to 50 is for marketing department and user 51 to 100 is for
technical department. Then, use this tool to generate Department field from user 1 to 50 and
Department field from user 51 to 100.

1) Fill in the repeat count number that is the number of user want to be generated.
2) Select and fill in the fields want to be generate for user profiles. (Refer Fig 4.3.3)
v' User ID must be unique
v' Format indicates the number of digit for start number.

3) Click on SAVE button to save the existing auto-generate setting.
4) Click on GENERATE button to generate the users profile list.

GENERATE

Fig 4.3.3: The Auto Generate User Profile.

PART 3: ACCESS CONTROL SETTING.

The access control module is responsible for managing the holiday, door group, time zone, floor group and
time group settings as per the requirements. These are the settings that define access control permission -
when user can enter which door? These permissions are then assigned to each user in User Profile. ME-ACS is
user-oriented access control system.

Important note:

All access control permission defined here must be downloaded to hardware for it to become activated.
Download Holiday, Time Zone or Door Group first before does ALL USER download or download user
individual from User Profile. Saving all these settings in software will not activate the features. All permission
setting can be downloaded to hardware via System configuration = Download.

3.1) How To Create Holiday.

This function is use to define the holiday for work. By default, no users are allowed to enter during the Holiday.

a) Access Control 2 Holiday. (Refer Fig 4.1)
b) Click on ADD button to create the Holiday list.

c)

From the calendar, select the day(s) will be classified as Holiday.
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d) Then click on SAVE button to save it.

HOLIDAY x
No. ' Description Num | 5
1 New Year Description | Wesak Day
2 Thaipusam Month | Ma Year | 2019

3 Chinese New Year
4 Labour Day

May 2019 June 2019
5 | Wesak Day
7 Nuzul Al-Quran Sun Mon Tue Wed Thu Fri Sat Sun Mon Tue Wed Thu Fri Sat
8 HariRaya 1 2 3 4 1
9 Installation of YDP Agong 5 ] 7 8 9 10 11 2 3 4 5 6 7 8
10 | Hari Raya Hay 2 13 14 15 16 17 18 9 10 11 12 13 14 15§
ALt Doy ICRE 21 22 23 24 25 6 17 18 19 20 21 2
12 Awal Muharram
26 27 28 29 0 31 23 29 25 2% 27 B 2
13 Agong's Birthday
30
14 Malaysia Day
Clear

15 Deepaval

16 Prophet Muhammad

Date selected 21
17  Sultan Selangor's Birthday 19/05/2019

20/05/2019
18 Christmas e

ADD EDIT DELETE AVE

Fig 4.1: Select the day(s) that will be defined as Holiday.

e) Click on Yes button to confirm it.

Note:
** Add — To create a new item of holiday. ** Edit — To edit the selected holiday information.
** Delete — To delete the selected holiday. ** Save — To save the change of holiday.

** Cancel — To cancel the changes.

3.2) How To Create Door Group.

This function is use to define the door access authority for each user. By default, this function is set to ALL and
allow user to enter for all door.

a) Access Control 2 Door Group. (Refer Fig 4.3)

b) Click on ADD button to create the Door Group list.

c) Fill the information for Description and Door Level. (By default, the Door Level is equal to 0).

d) From the Door(s) Available list, select the door(s) and click on IN > or IN>> button for the door group
selection.

e) Click on SAVE button to save it.

DOOR GROUP X

Num | Description Num |5
1061 Description | DG 5
2 062
3063
2iee Group of door(s) user are liowed to enter.
f sfoes ] Door(s) Avaiable Door(s) Selected
254 None 1.0.1-Main Door 2.0.4 - Main Door
255 | Set 121- 3.0.3-Door In
122 3,0.% - Door Out
123
129
12.10-
L2.11-
12.12
N T I T

Fig 4.3: Door(s) selection to build up the door group(s).

f) Click on Yes button to confirm it.

Note:
** Add — To create a new item of door group. ** Edit — To edit the selected door group setting.
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** Delete — To delete the selected door group. ** Save — To save the change of door group.
** Cancel — To cancel the changes.

3.3) How To Create Time Zone.

This function is use to set up the period of time that is allow user(s) to enter the door. The user only can enter

the door base on the time zone is already set. Other period will not allow to enter and show out as Time Zone
Error.

a) Access Control 2 Time Zone. (Refer Fig 4.5)

b) Click on ADD button to create the Time Zone list.

¢) Fill the information for Description.

d) Tick the day and fill in the allow entrance period to enter. By default, no users are allowed to enter during

the Holiday. (If want allow to enter during Holiday and then tick it).
e) Click on SAVE button to save it.

© 23hrsview (@) amjpm view ADD l EDIT I DELETE l I I
Fig 4.5: Door(s) selection to build up the door group(s).

f) Click on Yes button to confirm it.

Note:
** Add — To create a new item of time zone. ** Edit — To edit the selected time zone setting.
** Delete — To delete the selected time zone. ** Save — To save the change of time zone.

** Cancel — To cancel the changes.

3.4) How To Create A Time Group.

This function is use to group the multiple time zone into 1 group. Then the user can got multiple access periods
in 1 day.

a) Access Control 2 Time Zone Group. (Refer Fig 4.7)
b) Click on ADD button to create the Time Zone list.
¢) Fill the information for Description.

d) From the Door(s) Available list, select the door(s) and click on IN > or IN>> button for the time zone group
selection.

e) Click on SAVE button to save it.
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No. Description " =
um | 2
1 T261

2 282 escription

Time Zone(s) Available Time Zone(s) Selected
Free Time Zone 3

Time Zone 4

_ i I e I i l I : I

Fig 4.7: Time Zone(s) selection to build up the time zone group(s).

f) Click on Yes button to confirm it.

Note:
** Add — To create a new item of time group. ** Edit — To edit the selected time group setting.
** Delete — To delete the selected time group. ** Save — To save the change of time group.

** Cancel — To cancel the changes.

PART 4: ACCESS CONTROL REPORTS.

Reporting Housekeeping Help About
System Manager

User Management »

Access Control L Door Setting

Time Attendance Holiday Setting

Monitoring ’ Floor Group Setting

Housekeeping r Door Group Setting

Resigned User 4 Time Zone Setting

Free Shift » All Doors to Cardholder
128 User Permission Summary _ i
254 Multiday Access Transaction Report

Fig 5.1 : To open the Multiday Access Transaction Report.

4.1) To Make Multiday Access Transaction Report.

i) Reporting = Access Control > Multiday Access Transaction Report. (Refer Fig 5.1)
ii) Select the range of access control period want to report, key in START day and END day for access
control data. (Refer Fig 5.2)
Note: By default, ALL the users and parameters will be included inside the access control report. If
you want make some filter, please select and tick the fields and items you want to be filter out.
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MULTIDAY ACCESS TRANSACTION REPORT X

Date Department
START e .
START | 01/05/2018 ’ - il SELECT DEPARTMENT
END E¥s/2019 - Al
Time Designation
START | 00:00 : SELECT DESIGNATION
END 23:59 - Al
User ID Transaction type

SELECT USER ID SELECT TRANSACTION TYPE

Al Al
HW num Doo
START SELECT DOOR
ND

Bra

SELECT BRANCH

Al

0%

Fig 5.2: Daily Time Attendance Report Filter Options.

iii) Click on ON SCREEN button or PRINT button. The report will be generated out as what you want.
Note: ON SCREEN is represent on PC screen and can be EXPORT as Excel or .xIs file. The PRINT is
represent in .pdf file and ready for print out.

4.2) To Filter Base On Department Field.

(The instructions are same to filter the Designation, Transaction Type or Door).

i) Reporting > Access Control > Multiday Access Transaction Report. (Refer Fig 5.1)
ii) Select the range of access control period want to report, key in START day and END day for access
control data. (Refer Fig 5.2)
iii) Go to Department and click on SELECT DEPARTMENT.
iv) Select the item of department want to be reported in the multiday access transaction report. (Refer
Fig 5.3)
v) Then click on OK button to confirm the selection or CANCEL button to cancel the selection.

D | Desaription
1 | Research &Development
Traffic Control
3 | Sequrity Dept
4 | HRDept

5 Financal Dept .
S—iv

Fig 5.3: The Filter Options in the Department field.

vi) Click on ON SCREEN button or PRINT button. The report will be generated out as what you want.
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4.2) To Export Multiday Access Transaction Report.
If you click ON SCREEN when you make the attendance report, the attendance report is show just like Fig 5.4

below.

ME-ACS MagClient

System Configuration

LOGOUT

ADMIN

User Management

Access Control  Time

MULTIDAY ACCESS TRANSACTION REPORT (01/07/2019 - 18/07/2019) @

Date

04/07/2019
04/07/2019
04/07/2019
04/07/2019
04/07/2019
04f07/2019
04/07/2019
04/07/2019
04/07/2019
04/07/2019
04/07/2019
04/07/2019
04/07/2019
04/07/2019

==l

Time

08:40
09:10
03:14
09:14
09:14
09:14
09:14
09:14
09:14
09:14
03:14
09:14
09:21
09:31

Site Code

00124

00124

Card Code

60047

60047

Daor

1.0.1 - Main Door
1.0.1 - Main Door
1.0.1 - Main Door
1.0.1 - Main Door
10.1E-

1.0.1 - Main Door
1.0.1 -Main Door
1.0.1E -

1.0.1 - Main Door
1.0.1 - Main Door
1.0.1E -

1.0.1 - Main Door
1.0.1 - Main Door
1.0.1 -Main Door

)

User ID Name Department Designation

Fig 5.4: The multiday access transaction report.

i) Click on the EXPORT.

ii) The Save As window will pop up, then select location of file want to save and key in the File name.

(Refer Fig 5.5)

iii) Then click on Save button.

= (=} x

Help About

@M AacEtegra

Access Control

x

Status
AR-716E/829E power on
Invalid card

Door disarmed
Controller disarmed
Controller disarmed
Door armed
Controller armed
Controller armed
Door armed
Controller armed
Controller armed
Invalid card

Alarm

Alarm

Save As

« v

I This P

D Musi

B vide

1+

Organize v

C

ic

[&] Pictures

05

i 05 (C)
= DATA (D)

Save as type:

A Hide Folders

> ThisPC > DATA(D:) » MagEtegra Transaction v ®| | Search MagEtegra Transaction

New folder

A

- 3D Objects
[ Desktop
%] Documents

‘, Downloads

Name

Date modified Type

No items match your search.

x

»
- 9

Size

File pame: | AccTran1

11

jii

Cancel

Fig 5.5: Save the multiday access transaction report export file.
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PART 5: BASIC TIME ATTENDANCE.

5.1) To Create The Working Shift.

WEEKLY SHIFT SETTING x
No Desaription N 4

1 Production A

Working
List

©Zhsvien! @ amfom view ADD

Shift

Fig 2.29: The settings of working shift.

a) Time Attendance > Shift Setting. (Refer Fig 2.29)
b) Click on the ADD button.
c) The Num is auto generates or you also can assign the Num manually.
d) Insert the Shift Code and Description of the working shift.
e) Select the days for the shift by tick/check the checkbox.
If got the Specified day for the shift, click on the calendar and select the shift day. If not, just ignore it. The
Specified day just can set for 1 day working shift, cannot for multiple days shift.
f)  Navigate between the Working Time, Break Time & Overtime tabs to configure the settings. (Refer Fig
2.31, 2.32 & 2.33). Then, click on SAVE button to save the working shift.
g) The confirmation message box is prompt, then click on Yes to add it or No to cancel it. (Refer Fig 2.30)
**Note: If the users is clocking outside the clocking period already set for Working Time, Break Time &
Overtime, not clocking will take for attendance reporting.
A) Working Time:
Waorking Time Break Time Overtime (OVT)
1) Clocking period for Time In:
START A ND 8:00 am - 10.00 am
Tme [08:00 =1 o000 e Late In Period: After 9:15 am
next day next day
| 720 5 e 2) Clocking period for Time Out:
next day next day next day 5:00pm - 7°00Pm
Early Out Period: 5.00 — 5.45 pm
Total working hours hrs
Grace period allowance This is because the grace period allowance:
/|Late In 00:15 /| Auto delay Time out if late LateIn : 15 minutes
v | Early Out 00:15 e ?a’_-.:-l_”i_ﬁj': ‘:__?(Ir_n_nrj_et Early out N 15 minutes
TIME In: TIME Out: .
Controller / Reader capture period. _ Controller / Reader capture period.
START ACTUAL END START ACTUAL END

ﬂ_A_Y_}

EARLY Grace
OUT  Period

LATE
IN

Grace
Period

Fig 2.31: The Working Time idea of Time In & Time Out are captured by the controller or hardware.
B) BreakTime:
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WorkingTime | Bresk Time | Owertime (OVT)

1) Clocking period for Break Out:
Break Out Break In I.00pm - 1.30pm

ety = 7 2) Clocking period for Break In:
oo - | 3000 - ||| g tress e o ekt 1.31 pm - 2.00 pm

The Max break allowed is 1 hour.
Let say the user go out early and

a p e e A come in late, if the break/lunch period
is more than 1 hour, will remark as
Ete oo = [ Long Break in attendance report.
Let say:
Break Out: Break In: Clocking 12.50 pm (As invalid data)
Valid clocking period Valid clocking period Clocking 1.25 pm (As Break Out)
< > < > Clocking 1.45 pm (As Brealk In)
Sullrt E’:d N St‘:ﬂ End Clocking 2.02 pm (As invalid data)
o

Fig 2.32: The Break Time idea of Break Out & Break In are captured by the controller or hardware.

C) Overtime:
WorkingTime | BreakTime | Overtime (OVT)
The Overtime is based on the
Working Time setting, especially
Overtine before nork the Time Out: END period setting.

The period is set the range of
clocking period controller to take
record. If the user Time Out is out
OVT Rate of the range of clocking period, the
OVT work day L5 controller will not record in
attendance report.

Dvertime starts 0 mins before Time IN

OVT round up to

Fig 2.33: The settings of Overtime.

Note:
** Add — To create a new item of shift. ** Edit — To edit the selected shift setting.
** Delete — To delete the selected shift. ** Save — To save the change of shift.

** Cancel — To cancel the changes.

5.2) To Assign Basic Attendance Settings For User.

To do the amendment of User Profile, you need open the User List first then select the user that you to fill up the further
information. The instruction is same as Section2.3: To edit a user.

a) System Configuration = User Management - User List. (Refer Fig 2.20)

b) From User List, click on the user that you want to edit. Then click on the EDIT button. The User Profile
window just like Fig 2.21 is prompt up.
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Access Optional Fingerprint Details Attendance

Access mode ®  Standard
Card only | C Time Zone
Allow Pin Change Time Group

Anti-passback enable
Door Group Al -|ld
RESET SOFT ANTI-PASSBACK
Door vs Time Zone
Lift access

® | Floor group All

Lift door vs floor ET

Fig 2.35: User List: Access tab.

c) Click on the Access tab, go to Access mode and select the access mode to log in. Preferably, select the

Card or Pin for those use tag card or pin number and not use the fingerprint reader. (Refer Fig 2.35)
Access mode: Invalid, Card or pin, Card + pin or Fingerprint.

d) Click on the Standard, go to Door Group and select ALL.

Access | Optional | Fingerprint | Detais | Attendance

o) shift Office Staff
Free shift
Shift group
Flexible shift group

Yearly shift group

v |Eligible for overtime @

SAVE IDO.VHLCA:I CANCEL I

Fig 2.36: User List: Attendance tab.

e) Go to Attendance tab, select the Shift, from the dropdown list select working shift is already build in

Section 2.4: To Build The Working Shift. If Eligible for overtime, then tick the checkbox or ignore it. (Refer
Fig 2.36)

f)  Then click on SAVE button to save the changes.
g) Then, click on the DOWNLOAD button.

h) Select the targeted controller to activate or update this new user on the targeted controller, then click on
OK button. (Refer Fig 2.37)

Node D \odel Hame

Door D
A b bwmew e g
4 4 ARTME V2

a -} ARBITEF v

| mew | wascw | O
Fig 2.37: Select the targeted hardware / controller that want to download the changes for the users.

5.3) To Set Time Attendance Settings.
Time Attendance - Attendance Settings.
a) Click on the Calculation tabs, tick the “Auto multiply overtime rate as defined in shift”. Then click on SAVE

button to save it. (Refer Fig 2.38) (Optional)
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TIME ATTENDANCE SETTINGS b

Fey definiion Calaulation Clocking Terminal

Auto multiply overtime rate as defined in shift (1

Free shift does not support multiplier. All working time is flat rate.

Fig 2.38: The Time Attendance settings.

b) Click on Clocking Terminal, choose the Clocking method either FILO or Duty based by clicking the radio button.
(Refer Fig 2.39)

c) Select Door Name is need for clocking, then click on “in >” for in only the selected door or “in >>” for in all.

d) Click on SAVE button to save it or CANCEL button without change it.

TIME ATTENDANCE SETTINGS X

F+key definition Calculation Clocking Terminal

® | First-IN-Last-OUT (FILO) - supported by all readers b
Clocking method
Duty based - supported by AR727H, AR829E and ARS21EF

Door Name - Clocking Terminal

1.2.10 o 3.0.3 -Door In
N>

L2.11

1212

3.0.3E - Door Out

1.0.1 - Main Door ouT <

121 OUT <<

1.2.2

Fig 2.39: Clocking terminal for the door or access security.

PART 6: TIME ATTENDANCE REPORTS.

6.1) To Build Time Attendance Database.

Before do the reporting process, step to build the database is compulsory. If not, the report will display nothing. From
the daily attendance transaction record, then use it to build the attendance database for reporting. BUILD
ATTENDANCE DATA function is to generate time attendance data within specified date range for those already assign
any working shift / shift group. (Please check Section: 2.4)

a) Time Attendance = Build database.

b) Select the range of attendance period want to build, key in START day and END day for attendance data. (Refer
Fig 3.1)

c) Then press OK button to build it.

BUILD ATTENDANCE DATA X e

Date

START 1/07/201 END B, ] b
Progress

Date

User ID HR006

User Name Robert

Counter 17of 17

[ c o J cucn |

Fig 3.1: Build up the attendance database for reporting.
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d) When the process of building attendance data complete, the message box prompt to show build successfully
(Refer Fig 3.3). Then click OK button to close it.

BUILD ATTENDANCE DATA x
o Build attendance data successfully.

Fig 3.3: The attendance database is build successful.

e) Click on Close - to close the Build Attendance Data.

6.2) Time Attendance Database Reporting.

The reporting can be represented in many way depend the company need. 3 of the way are used by company as report
commonly that is User Time Attendance — Time Card, Multiday Summary Attendance Report & Daily Time
Attendance Report. The report can be represented in PC screen (ON SCREEN) or print out through .pdf file (PRINT)

Reporting Housekeeping Help About
System Manager  »
User Management »
Access Control 3
Time Attendance  » Number of Leave Taken
Monitoring >

Housekeeping ]

Missing Clocking Exception Report

Shift Monitoring Report
Settings Report
Multiday Summary Attendance Report

Daily Time Attendance Report

5000

T }le way of Reporting for Time Attendance.

Fig 3.4:

e User Time Attendance — Time Card: Individual or personal attendance report for each day.
e  Multiday Summary Attendance Report: Summary or total of attendance working period for each user.
e Daily Time Attendance Report: Daily Attendance for each day and each user.

To make a daily time attendance report:

(The instructions are same to make the User time Attendance Report — Time Card & Multiday Summary Attendance
Report).

a) Reporting 2 Time Attendance = Daily Time Attendance Report. (Refer Fig 3.4)
b) Select the range of attendance period want to report, key in START day and END day for attendance data. (Refer
Fig 3.5)
Note: By default, ALL the user and parameter will be included inside the attendance report. If you want make
some filter, please select and tick the fields and items you want to be filter out.
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DAILY TIME ATTENDANCE REPORT X

Date Designation

STRRT | S107/2019 b SELECT DESIGNATION

END 18/07/2019 l

User ID Transaction type

SELECT USER ID SELECT TRANSACTION TYPE

Al Al

HW num Shift

START SELECT SHIFT

END "

Department:

SELECT DEPARTMENT Option | Simple

Al Group by | Department

—Branch
SELECT BRANCH

Al

Fig 3.5: Daily Time Attendance Report.

c) Click on ON SCREEN button or PRINT button. The report will be generated out as what you want.
Note: ON SCREEN is represent on PC screen and can be EXPORT as Excel file (.xIs). The PRINT is represent in .pdf
file and ready for print out.

To filter base on department field: (Refer Fig 3.5)

(The instructions are same to filter the Designation, Transaction type or Shift).

a) Reporting 2 Time Attendance - Daily Time Attendance Report. (Refer Fig 3.4)

b) Select the range of attendance period want to report, key in START day and END day for attendance data. (Refer
Fig 3.5)

c) Go to Department and click on SELECT DEPARTMENT.

d) Select the item of department want to be reported in the attendance report. (Refer Fig 3.4)

e) Then click on OK button to confirm the selection or CANCEL button to cancel the selection.

D Desaription
1 Research & Development
Traffic Control
3 Security Dept
4 HR Dept d

5 Finandal Dept

I SELECT ALL I DE-SELECT ALL
Fig 3.6: The Filter Options in the Department field.

f)  Click on ON SCREEN button or PRINT button. The report will be generated out as what you want.

To export attendance report: (Refer Fig 3.7)
If you click ON SCREEN when you make the attendance report, the attendance report is show just like Fig 3.7 below.
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ME-ACS MagClient

System Configuration  User Management  Access Control  Time Attendance  Monitoring  Reporting  Housekeeping Help  About

frgEtegra

Locout ADMIN

DAILY TIME ATTENDANCE REPORT (01/08/2019 - 01/08/2019) © =
Date User D User Name Day Type w out Break 10ut Break 11n Late Tn Early Out Long Break Work Break ovr Leaves Code Leaves Days Remark

01/08/2019  SGOO1 Andrew wo 08:30 17:30 12100 13:00 00:00 00:00 00:00 0100  00:00

01/08/2019 | 5G002 Pk wo 08:45  17:30  12:00 13:00 00:15 00:00 00:00 01:00 00:00

01/08/2019 | SG003 Mamok WD 08:20  17:45  12:30 13:00 00:00 00:00 00:00 00:30 00:00

01/08/2019 | SG004 Anan wp 08:32  18:30  12:00 13:30 00:02 00:00 00:30 08:58  01:30 01:00

01/08/2019 | ACCO01  Susan wo 00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00  00:00 00:00 | ANL 10

01/08/2019  ACC003  Christine wp 08:22  00:00  00:00 00:00 00:00 00:00 00:00 00:00 00:00 No dlock out, No break1 out,No break1in
01/08/2019 | ACCO04  Lawrance wp 09:30 | 16:30  12:00 13:30 01:00 01:00 00:30 01:30 00:00

01/08/2019 ACCO0S  Tony wo 08:41  00:00  00:00 00:00 00:11 00:00 00:00 2 00:00  00:00 No dlock out,No break1 out,No break1 in
01/08/2019  ACCO06  Abert wp 00:00  00:00  00:00 00:00 00:00 00:00 00:00 00:00  00:00 00:00 | MC 10

01/08/2019  HRO01 Vicki wp 00:00 00:00  00:00 00:00 00:00 00:00 00:00 00:00  00:00  00:00  MAT 10

01/08/2019 | HRO02 Evon wo 00:00 | 00:00 | 00:00 00:00 00:00 00:00 00:00 00:00  00:00 00:00 | CMP 10

01/08/2019  HR003 Lambert wo 09:30  20:30 1201 13:30 01:00 00:00 00:29 08:00 0129 03:00

01/08/2019 | HRO04 Wison wp 08:30  17:30  12:00 13:00 00:00 00:00 00:00 09:00 0100 00:00

01/08/2019  HROOS Micheal wp 15:30 | 12:00 13:30 01:00 02:00 00:30 01:30 00:00

01/08/2019 | HR00G Robert wo 08:30 | 17:30 | 12:00 13:00 00:00 00:00 00:00 01:00 00:00

Fig 3.7: The daily time attendance report.

a) Click on the EXPORT button.

b) The Save As window will pop up, then select location of file want to save and key in the File name. (Refer Fig 3.8)

c) Then click on Save.

Save As X
« ~ 4 B> ThisPC > Desktop v &  Search Desktop )
Organize New folder 0

v I This PC ~  Name Date medified Type Size
> _. 3D Objects AR300U 5/7/2019 1:39 PM File folder
> [ Desktop Emap Etegra 1 File folder

ME_ACS_vb 18/7/2019 %:44 AM File folder
> %] Documents
4= Google Drive 9/8/2019 1:38 PM Shortcut 2KB
> ‘ Downloads
> D Music
>
> [ Videos
> . 05(C)
> wm DATA (D)
> vt v am < >
File name: | Daily Time Attendance b v
Save as type: | Excel Files (*xlsx) v
~ Hide Folders | Save C I Cancel

Fig 3.8: Save the attendance report export file.
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PART 7: DATABASE MANAGEMENT.

7.1) To Make Database Backup File.

This function is use to make the backup file for all basic Soyal system backup include all the in / out attendance
transaction, hardware setting, attendance database, user profile detail and so on.

a) Housekeeping - Database Management.

DATABASE MANAGEMENT X
Backup Restore Purge Database Location

Main database

Destination

Backup To D:\MagEtegra Backup BROWSE b
File Name v | Auto generate new file name(date) for every badwp Main Database
Backup
Progress
0% BACKUP NOW C
Picture database
Destination
Backup To D:\MagEtegra Picture Backup BROWSE
File Name V| Auto generate new file name(date) for every backup; Picture Database
Backup
Progre:
0% BACKUP NOW
DVR archive path
Path D:\MagEtegra DVR Archive BROWSE DVR Picture
Note : Leaving this field empty will not enable archiving. BaCkuP
Schedule )
User For Main
d| v | Auto schedule backup 11:30 = Database

Fig 3.9: The database management for DVR image records and database backup files.

b) Select Backup tab and go to Destination, click BROWSE button to find the location of backup file, and then click on
OK button. (Refer Fig 3.10)
’Emwse For Folder ﬁ“
48 Computer =

b 9 Library (\\192168.100.3) (A1)
b &, Local Disk (C3)

m

4~ Data (D)
4 | AlliData|
3 DVR1

[ Make New Folder l [ OK J [ Cancel ]

Fig 3.10: The location of backup file.

c) Click on the BACKUP NOW button to generate the backup file.

d) If want daily auto database backup, tick the Auto schedule backup and fill in the time to start backup process.
(Optional)

7.2) To Restore Database Backup File.

a) Housekeeping = Database Management.
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DATABASE MANAGEMENT x

Backup Restore Purge Database Location

Main database

Source

From D:\MagEtegra Backup\MagEtegra.bak

Keep existing license and preferences

Progress

0% RESTORENOW @
Picture database
Source
From BROWSE
Progress
0% RESTORE NOW

]

Fig 3.11: The restoration from backup database file.

b) Before run the backup file restoration, make sure the MAGServer is close. If not, the backup file restoration will
fail. (Refer Fig 3.12)

Configure Database Connection

Fig 3.12: To close the MAGServer during

View Log backup file restoration.

License Manager
Eut Check it :

3) Click on this E on taskbar, go to
MAGServer Icon, then right-click.
4) Select Exit to close the MAGServer.

Customize..,

c) Select the Restore tab and go to Source, click BROWSE to find the backup file.
d) Inthe Open window, choose the backup file want to be restore, then click on Open button. (Refer Fig 3.13)

Open X
i > ThisPC » DATA (D:) > MagEtegra Backup v O Search MagEtegra Backup P
Organize ~ New folder = M @
i A Name ) Date modified Type
B 3D Objects || 20190704-main.bak 4, 33 AM BAK File
B Desktop [ 20190723-main.bak 23 M BAKFile
B Documents || MagEtegra.bak 16 BAK File
¥ Downloads
D Music
[&] Pictures
B Videos
i 05(C)
- DATA (D)
=x Technical dept (!
= Support (\\1921 3
File name: ‘ MagEtegra.bak v | Backup Files (*.bak) v
d

Fig 3.13: The selection of backup file.
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e) Click on RESTORE NOW button to start backup file restoration. Then click on Yes button for prompt message box to
continue. (Refer Fig 3.14)

DATABASE MANAGEMENT ——

% Please stop all the processes before performing a restore operation.
' Press Yes to continue or Mo to cancel.

e [ w

Fig 3.14: Backup file restoration confirmation.

f)  When the prompt message about database is restore successfully, click OK (Refer Fig 3.15) to close it and close the
DATABASE MANAGEMENT window.

DATABASE MANAGEMENT [

[0} The restore of database completed sucessfully,

Lo |

Fig 3.15: Restoration is complete restore successfully.

7.3) To Purge Database Record.

a) Housekeeping > Database Management.
b) Go to Purge tab, select type of data from purge option that it want to be deleted.

Backup | Restore | Purge |
Main database Picture database
Maximum size 10240 MB Maximum size 10240 MB
Current uzage 2184 MB Current usage 1MB
. - iR T |
Purge IAII b - PURGE (]

Date range 01022011 [Fv to 3w122m3 [ €

0% |
':f When main database is ful, auto purge 50000 of records.
E When picture database is full, auto purge SUUUU| of records.

Fig 3.16: The cleaning for database for selected periods.

Note :
** When the percentage of database capacity is reach critical condition. Alert will prompt to do data
purge to release some database space. The Event logs will be blocked from being transfer into system
database.

c) Keyinthe range of period wants to purge or click on the calendar icon to select the date. (Refer Fig 3.16)
d) Click on PURGE button to start purge process.
e) When purge operation warning message box is prompt, click on Yes to continue. (Refer Fig 3.18)

Note: After the purge process, the deleted database will cannot be recovered if don’t have database backup.

DATABASE MANAGEMENT =

Please backup the database before peforming a purge operation,
@ Press Yes to continue or No to cancel,

[ vs || Mo

Fig 3.18: Purge operation confirmation.

f) Then click OK to close it.
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g) Logout the ME-ACS and login again to refresh the data.

7.4) Licensing Management.

Each ME-ACS software purchased will come with a Serial Number. Serial number is prompt when you first run ME-ACS client.

Enter the serial number corresponds to the package is need for software registration. After register, the 30 days trial version will

take effect until to activate the software. Please send serial number, MAC address as displayed in Licensing Module to

activate@soyal.com.my to request for activation key.

How to activate the software:

1)

You must activate the software within 60 days or it will stop working.
After activation, you will be able to enjoy all the function available inthe software.

Please email this screenshot that contains serial number and MAC address to our authorized agent in order to
obtain the activation key.

Package  PROFESSIONAL ADVANCED
Serial number | C6626-33C29-0006D-4CA4E-12286-4E100 == Serjal Number

Macaddress | D85S0EG0C47DA “_\
MAC Address

Enter your activation key—

| GENERATE

A

Activation Code

CANCEL

Fig 4.1: The licensing module.

Software is already activated.
Package  Professional Advanced
Number of dient 3

Expiry Date | 31/12/2166

Serial number | C6626-33C29-0006D-4CA4E-122B6-4E100

Activation key = 766FD-D1E0C-4CC2E-030D7-A9220

Upgrade
Package -

Serial number GENERATE

Fig 4.2: The process of activation by entering the activation code.

When you get the activation code regarding the package you buy, enter the activation code and click on GENERATE
to activate the software.
Note: Every PC has a different MAC address therefore you will need to request activation key for every PC
installed with ME-ACS Client. Activation keys for multiple clients will be listed out on display.
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2) For those buy the upgrade package or change into other package, enter the new serial number is need regarding
the buying package. Then click on the GENERATE button. After that, key in the new activation code for new
package.

Support
You can find the latest product information, product updates, and answers to common questions at http://www.mag-
etegra.com.my.

Copyright

The copyright and intellectual property rights of this software, MagEtegra, and all its documentation, including this
online help system, are protected by copyright laws and international intellectual property right treaties. You may not
copy any portion of the software or documentation in any form, except to use this software in accordance with the
terms of the agreement or to make one copy for backup purposes. You may not alter the software in any way. If
copies of the documentation must be made, you should make them in printed form only.
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